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FREEDOM OF INFORMATION ACT (FOIA), AF SUP/DODR 5400.7

What is the FOIA? It's  the  chief Federal law on openness in government.  It gives any person the right to access Federal agency records, unless they are exempt.  Nine exemptions exist under which requests may be denied.  Information qualifying as exempt is the only information that can be marked "For Official Use Only." 

What  is   the   Air  Force's  policy      on disclosure?  Records are released,    unless exempt under FOIA.

What  is  a  FOIA   request?   A  written 
request from the public asking for records and stating that the request is made under the FOIA or which clearly implies the request is made under the FOIA by referencing "the law", "statute",  “code”, “regulation”, "instruction", etc.

How long do we have to respond to a FOIA request?  Twenty work​days.

What  happens if  we  don't  meet  the deadlines?  The requester can interpret this as a denial and go directly to the courts for the records.
Which    office    is    responsible    for 
monitoring the FOIA program on base?  The Records Management office, 99th Communications Squadron.

If a  FOIA  request   is   addressed to your office, what should you do?  Immediately hand carry the request, with the envelope, to the  Records  Management office (Bldg 589, Rm 22, 2-9823.  If you receive the request via e-mail, print out the request and hand carry also. Relying on e-mail transmission may cause a delay in processing.  Don't attempt to process a FOIA request unless it has been sent from the Records Management office to you.  When the FOIA office sends you a FOIA request for processing, step-by-step instructions will be provided.
How does the office of primary (OPR) responsibility for the record process the request?  The FOIA office will prepare a FOIA coordination package and deliver it to the OPR for the record being sought.  Complete processing instructions are included in the package.
Who are the FOIA  release authorities at Nellis AFB?  Wing and group commanders have release authority for records under their responsibility.

Who are the FOIA denial authorities at Nellis?  None!  Denial authority does not exist at base level.  HQ ACC/SC is the denial authority.

PRIVACY ACT (PA), AFI 33-332

What is the purpose of the  Privacy Act (PA) of 1974?  To provide safeguards against invasion of personal privacy by requiring Federal agencies to establish rules and procedures for keeping and protecting personal data in agency system of records.

What   is  a system of records?  A filing system containing personal information that is filed and retrieved by an individual’s  name or by some personal identifier, such as a social security number.  Systems of records must be published in the Federal Register before use.  You need to be familiar with the systems you have in your office.  The following URL identifies all Air Force PA systems of records:  http://www.defenselink.mil/privacy/notices/usaf.
What   is   a   PA  request?   A  written  

request that cites the PA or "the law", from an individual on whom the records were created, or who is a designated agent or legal guardian of an individual whose records are in the system.  The request does not have to name the system, but it should be fairly specific.

What   should   you   do   with   a  PA
request addressed directly to your office?  If you are the custodian of the records being requested, process it IAW AFI 33-332.  If you are not the custodian, transfer it to the proper Chief of the Office as soon as possible.

Who   can   release  records   to   the 
requester?  The Chief of the Office (local system manager).

How  much  time  do we have? Up to 30 days if releasable, but receipt must be acknowledged within 10 workdays.

What  if denial is appropriate?   The local systems manager will hand carry the request, together with a copy of the records involved to the base Privacy Act Office.  A  written reason for recommending a denial action is also required.  This should be done within two workdays.  The PA Office will staff it through the Legal office and send the case file to the denial authority (HQ ACC/SC) within five workdays.

What are some of the Administrative details associated with the PA?

· Who is your unit PA monitor?  Your FARM.

· Who is your base PA officer? The Chief, Records Management.

· Who    is    your    local    systems   

      manager?   The Chief of the Office.

· All files in your office that contain personal data and are retrieved by name or personal identifier must be covered by a PA system notice that has been published in the Federal Register.

· Local publications (operating instructions, squadron instructions, etc) that are subject to the PA must have a PA advisory notice after the purpose paragraph in accordance with AFI 33-332.

· Local publications affected by the PA must be coordinated through your unit PA monitor, the Records Managaement office, and AWFC/JA.

· Local forms and formats used to collect personal data from individuals for later filing in a system of records must contain a Privacy Act Statement IAW AFI 33-332.

· PA material must be destroyed by tearing into pieces, shredding, pulping, or burning.

· Local systems managers must maintain an AF Form 771, Accounting of Disclosures, any time personal information is disclosed from a system to someone outside the DoD.

· Rosters (recall, personnel, social, etc) must be marked: For Official Use Only.

· PA material must be adequately protected to avoid unauthorized access.  Locked doors, rooms, and buildings are considered adequate for most records.  Don't post personal information on bulletin boards or display it under glass desktops.  

· Consider using AF Form 3227, Privacy Act Cover Sheet.

If you have any questions, don’t hesitate to contact us at 2-9821 or Nellis.FOIA@nellis.af.mil

We are located at 589, Rm 22.
